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Discussion

Network capability exposure is one of the enablers for the use case family “system flexibility” [TR 22.864 V0.2.0]:

Flexibility enabler 3:  Network capability exposure

Network capability exposure is to provide the network capabilities that are in need by the 3rd party ISP/ICP. Based on 3GPP SEES and FMSS, the operator can provide network capabilities e.g. QoS policy to 3rd party ISPs/ICPs. However, with the advent of 5G, some new network capabilities need to be considered to be exposed to the 3rd party. There are the following examples: 

· to allow the 3rd party to dynamically custom the dedicated network slice cater for different diverse use cases, the network slicing capability may allow third parties to create, manage a network slice configuration via suitable APIs, within the limits set by the operator (cp. [2], clause 5.49). 

· the 3GPP network enables hosting of services (including both MNO provided services and 3rd party provided services) closer to the end user to improve user experience and save backhaul resources(cp. [2], clause 5.37).

Furthermore the potential requirements are also captured regarding the network capability exposure [TR 22.864 V0.2.0]:

The 3GPP system shall be able to support the existing network capability exposure.
The 3GPP System shall be able to support to expose the 5G network information and capabilities to the 3rd party, such as the network slicing capability. 

NOTE:
The specific network slicing capability which is needed to be exposed should be defined after the slicing definition is completed.
With the above requirements and those to be built later on, SA2 is requested to study impacts on the 3GPP architecture in supporting network capability exposure.

Text proposal
*** Start of the changes ***
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3GPP TR 22.864: "FS_SMARTER - Network Operation".
*** Next change ***
5.x
Key Issue x – 3GPP architecture impacts to support network capability exposure
5.x.1
Description
The next generation system is expected to accommodate various services and 3GPP TRs 22.861 [x], 22.862 [y], 22.863 [z] will continue to define requirements for key service categories, i.e. massive IoT, critical communications, and enhanced mobile broadband, respectively. To allow the 3rd party/UE to access information regarding services provided by the network (e.g. connectivity information, QoS, mobility, etc.) and to dynamically customize the network capability for different diverse use cases within the limits set by the operator, the next generation system should provide suitable access/exchange of network/connectivity information (e.g. via APIs) to the 3rd party/UE.

Solutions for this key issue will study the following aspects (non-exhaustive list):

-
Define network capability exposure framework to provide APIs within the next generation system architecture

-
Support the existing network capability exposure within the next generation system architecture

-
Support new APIs for exposure of new network capabilities within the next generation system

-
Identify the network information that can be provided to 3rd party ISPs/ICPs and to the UE to enable more customized and efficient service provisioning

-
Identify the new mechanisms and interfaces to expose the identified network capabilities to the 3rd party and/or UEs
NOTE 1:
Exposure of new system capabilities will be studied based on the exposure requirements captured in 3GPP TRs 22.861 [x], 22.862 [y], 22.863 [z], 22.864 [a].
NOTE 2:
APIs are not necessarily in the scope of 3GPP.
Solutions for this key issue will assume that the next generation system should be able to expose network capabilities to the 3rd party and the UE and enable exchange of information in a secured way.
*** End of the changes ***
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